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	General

	Description
	This document establishes the Configuration Management (CM) Business Requirements.

	Purpose
	This document provides the necessary steps and details for the Configuration Managers to determine the business requirements for Configuration Management within the Computing Sector

	Applicable to
	Configuration Management ISO20000 Project – Phase 2

	Supersedes
	N/A

	Document Owner
	Configuration Manager
	Owner Org
	FNAL Computing Sector

	
	Revision Date
	Annually


	Version History

	Version
	Date
	Author(s)
	Change Summary

	1.0
	07/07/2009
	David Cole – Plexent 
	Initial Approved Version

	2.0
	08/29/2012
	Jack Schmidt
	Changed Division to Sector. Removed BMC, updated.

	
	
	
	

	
	
	
	

	
	
	
	


	Business Process Requirements

	Business requirements describe the tasks the users must be able to accomplish with the process.  Business requirements reflect business processes and are generally written in the format verb + Noun.  The preferred format for determining the process requirements for the customer is the MoSCoW ranking system.

MoSCoW Ranking [Key = M, S, C, W]

M: Must have for launch (Critical). (of Phase 2)

S: Should have but not critical for launch, (Critical in later phases, but not for Phase 2).

C: Could have.

W: Won’t have (at least yet).

Interpreting this Document:

Activities which, to one degree or another, will be required for the deployment of processes and procedures in Phase 3 of the project were assigned a ranking of “M” and a priority of “1”.

Activities which will be fully developed and agreed-upon in Phase four were assigned a ranking of “S” and a priority of “2”.

Activities which will be fully developed and adopted beyond phase 4, but which will still be required at some point, were assigned a ranking of “S” and a priority of “3”.

It must be noted that the CM process is evolutionary; thus, although processes and procedures will be agreed-upon and deployed during Phase 3 of the project, they will be enhanced during later phases of the project.


	CAM Business Process Requirements
	Configuration Process & Tool Rationalization

	Item #
	Business Requirement
	Owner
	MoSCoW Ranking
	Priority

(1=Highest

5 = Lowest)
	Customization
	Configuration
	Administration
	Process

	CM-1.0
	Configuration Management

	CM-1.1
	There shall be an integrated approach to change and configuration management planning.
	Configuration Manager
	M
	1
	
	
	
	· 

	CM-1.2
	The service provider shall define the interface to financial asset accounting processes.
	Configuration Manager
	S
	3
	
	
	
	· 

	CM-1.3
	There shall be a policy on what is defined as a configuration item and its constituent components.
	Configuration Manager
	M
	1
	
	
	
	· 

	CM-1.4
	The information to be recorded for each item shall be defined and shall include the relationships and documentation necessary for effective service management.
	Configuration Manager
	M
	1
	
	· 
	
	· 

	CM -1.5
	Configuration management shall provide the mechanisms for identifying, controlling and tracking versions of identifiable components of the service and infrastructure. It shall be ensured that the degree of control is sufficient to meet the business needs, risk of failure and service criticality.
	Configuration Manager
	M
	1
	
	· 
	· 
	· 

	CM-1.6
	Configuration management shall provide information to the change management process on the impact of a requested change on the service and infrastructure configurations. Changes to configuration items shall be traceable and auditable where appropriate, e.g. for changes and movements of software and hardware.
	Configuration Manager
	M
	1
	
	· 
	· 
	· 

	CM-1.7
	Configuration control procedures shall ensure that the integrity of systems, services and service components are maintained.
	Configuration Manager
	M
	1
	
	
	
	· 

	CM-1.8
	A baseline of the appropriate configuration items shall be taken before a release to the live environment.
	Configuration Management Analyst
	M
	1
	
	· 
	· 
	· 

	CM-1.9
	Master copies of digital configuration items shall be controlled in secure physical or electronic libraries and referenced to the configuration records, e.g. software, testing products, support documents.
	Configuration Management Analyst
	S
	2
	
	
	· 
	· 

	CM-1.10
	All configuration items shall be uniquely identifiable. 
	Configuration Management Analyst
	M
	1
	
	
	· 
	· 

	CM-1.11
	All defined configuration items shall be recorded in a CMDB to which update access shall be strictly controlled. 
	Configuration
 Manager
	M
	1
	
	
	· 
	· 

	CM-1.12
	The CMDB shall be actively managed and verified to ensure its reliability and accuracy.
	Configuration Manager
	M
	1
	
	
	· 
	· 

	CM-1.13
	The status of configuration items, their versions, location, related changes and problems and associated documentation shall be visible to those who require it.
	Configuration Manager
	M
	1
	
	
	· 
	· 

	CM-1.14
	Configuration audit procedures shall include recording deficiencies, initiating corrective actions and reporting on the outcome.
	Configuration Manager
	M
	1
	
	
	
	· 


.ItemsCM-1.5 and CM-1.6 could be either Configuration or Administration or a combination of both. 

For items which have entries in either the Configuration Column or the Customization Column, there will be associated work instructions.

The Configuration Items referenced in this document are a subset of CIs loaded into the CMDB that are applicable to the Services covered under ISO20000 certification.
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