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Capacity Management:
Objective: To ensure that the service provider has, at all times, sufficient capacity to meet the current and future agreed demands of the customer’s business needs.					
As the service owner, are your capacity requirements covered within your tactical plan?
Yes, to some extent.   The tactical plan addresses major capacity issues where they have been identified.   Note that since this service covers around 500 servers serving nearly as many individual up-stream services, capacity planning isn’t done for every individual server.  As individual servers are found to have capacity issues (usually as a result of incident or problem investigating), plans for addressing the individual server capacity issue are made with the dependent service owner (who usually has the responsibility to fund capacity increases).
Does this plan address the needs of the service and include: 
a) current and predicted capacity and performance requirements
These are only identified in the case of specific, major concerns or projects – there is no comprehensive analysis of capacity across all servers in a consistent set of capacity dimensions.

Currently, the ESO Windows and Unix/Linux groups monitor 2 capacity items for our servers:

1. Disk capacity is monitored and will automatically trigger an alert once a threshold is exceeded.  Disk capacity needs are evaluated as needed to determine if additional disk space will be needed or if some type of demand management (ie data clean-up) will need to be initiated in the near future.  For FY13, we plan to implement quarterly evaluations.

2. CPU usage is monitored as needed when a performance problem occurs.  CPU monitoring does have a negative impact on resources so it is performed for a short period of time (typically 24 hours?) to provide data for analysis.

Windows Server Hosting:

EventSentry is used to monitor disk capacity continuously on the servers and will send email to members of the WSS team once an area reaches 90% full. Upon alert, we will notify the owner who will determine the course of action (initiate data clean-up, purchase additional disk, etc).  Plan for FY13 includes automatic creation of an incident ticket in ServiceNow.

EventSentry is also used to generate a CPU usage report as needed should problems arise due to expected cpu resources (underpowered server).

Linux/UNIX Server Hosting:

A shell script is used to monitor disk capacity on the servers every 15 minutes and will send email to members of the USS team once an area reaches 90% full. Upon receipt of the email, we will notify the owner.  The owner will determine the course of action (initiate data clean-up, purchase additional disk, etc). 

SAR is used to generate a CPU usage report as needed should problems arise due to expected CPU resources (underpowered server).  CPU usage history is recorded in a series of Ganglia graphs for some servers.  Future versions of this plan should expand historical usage data to all servers.

Capacity action items are reflected in the tactical plan.



b) identified time-scales, thresholds and costs for upgrades (for instance, are these plans reflected in your tactical plan? Are there approved activities and budget line items to execute against?)

Yes, for major capacity issues (like the need to add additional disk space for key file servers or web server space or the need to replace or supplement an underpowered server).
Requirements are gathered from the system owners/users along with trending from metric and histories.  This information is applied during budget/planning periods, or as projects are identified and approved.
c) ability to predict the impact of anticipated upgrades, new technologies and techniques on forecast capacity requirements; 

Yes, for major upgrade or project implementations, as they are known in advance.   For example, the added capacity needs of the EBS R12 or PeopleSoft upgrades indicated a need for more powerful servers (and, related to this, newer servers not nearing EOSL), so planning was included for acquiring and implementing new servers.   New releases of operating systems are studied in advance to determine whether additional storage, memory or disk space are required when compared to the current release.
d) ability to predict impact of and account for externally driven mandates (e.g. legislative; DOE finding)

Where such mandates and their impact are predictable, but many such mandates occur with less lead time than the annual planning process supports.   There are no known externally driven mandates in the current version of this plan.
[bookmark: _GoBack]e) the ability to perform trending and predictive analysis.

Capability in this area is quite rudimentary.   Usually such capability only exists where a capacity problem or suspected problem has been identified and special capacity utilization capture capability (scripts, etc.) have been put in place.   Some historical data exists for certain dimensions from current monitoring tools, so this is available for use when needed (but, again, this is usually used on as required basis as triggered by reported problems – there is no systematic analysis of trending and future capacity in place uniformly across the service).   Future planning should minimally include basic linear quarterly trend analysis based on metric history data.
For your service, do you have systems to effectively monitor capacity, tune performance and provide adequate capacity to meet growth?

There are some existing capacity systems in place (such as use of ganglia or EventSentry to capture basic statistics).  These systems do not implement all desired capabilities and often fall short in providing all the information required to best respond to issues, but the cost and resources required to implement and improve capacity systems has needed to be balanced against the benefit they provide and the opportunity cost they incur.
Risks (to be filled out by the Capacity Manager):
1. Monitoring capabilities and trend analysis are limited and may affect effectiveness of forecasting.
Recommendations (to be filled out by the Capacity Manager):
1. Monitoring capabilities and trend analysis are limited and incomplete in some cases.  This poses the risk that we may not accurately project and forecast future resource capacity needs.

Decisions (to be filled out by the Service Owner, Capacity Manager and the Financial Manager):
1. Decision the first.
2. Decision the second.
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