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Capacity Management:
Objective: To ensure that the service provider has, at all times, sufficient capacity to meet the current and future agreed demands of the customer’s business needs.					
1. As the service owner, are your capacity requirements covered within your tactical plan?   YES
2. Does this plan address the needs of the service and include: 
A. current and predicted capacity and performance requirements
a. Capacity measurements are as follows:
i. Kerberos
1. Tickets issued
ii. Active Directory
1. CPU Utilization
2. Memory utilization
3. Disk utilization
iii. LDAP Service
1. CPU Utilization
2. Memory utilization
3. Disk utilization
iv. KCA Service
1. Certificates issued
2. CPU Utilization
3. Memory utilization
4. Disk utilization
b. Measurement tools
i. Tickets and certificates issued are generated by scripts running against data provided by the KDC and KCA services
ii. CPU Utilization, memory utilization, and disk utilization are monitored with EventSentry. Email notifications to the system administrators are sent when usage exceeds 90%. CPU Utilization, memory utilization, and disk utilization are also measured with the Windows Performance Monitor.
c. Current capacity
i. Services are provisioned based on past experience with the goal of a quality end user experience and meeting the various requirements of the experiments and the lab for continuity.
ii. The maximum number of tickets or certificates that can be issued per given amount of time is unknown. It is estimated that we are running at 25 to 30% of capacity on the Kerberos and KCA services (based on test data and hardware specifications). Active Directory, based on our configuration and using best practices, is running at 10 to 15% of capacity. There is no known way at this time to estimate capacity on the LDAP service.
d. Predicted requirements are reflected in the tactical plan and will be addressed during the budget planning period
B. Identified time-scales, thresholds and costs for upgrades (for instance, are these plans reflected in your tactical plan? Are there approved activities and budget line items to execute against?)
a. Hardware has been purchased for the planned upgrade to the Kerberos service. Scheduled replacement of EOL servers in the Active Directory and LDAP services will be included in the 2013 budget request.
b. Time-scales are being developed as part of the tactical plan.
C. ability to predict the impact of anticipated upgrades, new technologies and techniques on forecast capacity requirements;
a. The availability of Windows Server 2012 will require no new hardware other than what is planned for replacement of EOL hardware. This operating system will be used to replace Windows Server 2008r2.
D. ability to predict impact of and account for externally driven mandates (e.g. legislative; DOE finding)
a. There are no known mandates that will impact the capacity of the Authentication services. 
i. The 2014 OMB mandate to provide IPv6 access to internet connected devices is not expected to have any capacity related issues for the Authentication services.
E. the ability to perform trending and predictive analysis.
a. Data generated from the monitoring scripts for the Kerberos and KCA services are reviewed on a weekly basis for errors as these errors tend to show incorrectly configured client systems. 
F. For your service, do you have systems to effectively monitor capacity, tune performance and provide adequate capacity to meet growth?
a. Linear trending is being performed for tickets and certificates issued are performed quarterly.
b. The use of EventSentry to capture basic statistics on the Active Directory, LDAP, and KCA services provides some assistance on capacity management. This does not provide all information necessary. The cost of implementing a tool to gather all such information would need to be balanced against the benefit the tool provided.
Risks (to be filled out by the Capacity Manager):
1. Monitoring capabilities and trend analysis are limited and may affect effectiveness of forecasting.
2. Though number of MIT kerberos tickets and KCA certificates issued can be monitored, no such monitor exists for Active Directory for the service.

Recommendations (to be filled out by the Capacity Manager):
1. Service Provider to investigate ways to provide monitoring on the amount of Active Directory tickets issued.

Decisions (to be filled out by the Service Owner, Capacity Manager and the Financial Manager):
1. Implement Active Directory monitoring if financially feasible.
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