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[bookmark: _Toc288551313][bookmark: _Toc523878297][bookmark: _Toc436203377][bookmark: _Toc452813577]

[bookmark: _Toc340478453]Introduction
[bookmark: _Toc105907880][bookmark: _Toc106079190][bookmark: _Toc106079515][bookmark: _Toc106079784][bookmark: _Toc107027560][bookmark: _Toc107027770][bookmark: _Toc288551314][bookmark: _Toc340478454]Purpose of Capacity Plan
This capacity plan provides an analysis of existing service capabilities and best-estimate funding requirements for the year. The analysis is based on trends of the existing support resources, current and expected SLA requirements, and currently understood plans for improvement from the service owners and Service Level Management.
In the initial stages however, this capacity plan will provide metrics and near-term (3-6 month) funding requirements until the enough data is available to understand and be able to predict consumption of service resources.
[bookmark: _Toc288551315][bookmark: _Toc340478455]Service Overview
[bookmark: _Toc288551316]Authentication and Directory Services provides central authentication services that service providers can leverage to allow users of their service authenticated access to the service. The Authentication and Directory Service is described in detail by the Operational Level Agreement for the Authentication and Directory Service, available at:
https://cd-docdb.fnal.gov:440/cgi-bin/ShowDocument?docid=4314
[bookmark: _Toc340478456]Assumptions/Constraints
This Capacity Plan assumes that the service will be implemented and operate as is for the coming year. Unless otherwise stated, this plan assumes no significant changes in service implementation, no significant changes in user demand, over this period of time.

This Capacity Plan assumes there are sufficient infrastructure resources, such as Facilities.

This Capacity Plan treats marginal costs, the costs to add or remove capacity to an existing service, unless otherwise noted. Neither maintenance and operations costs for the service, nor the costs to research potential changes to the service, are considered in this plan.
[bookmark: _Toc106079198][bookmark: _Toc106079523][bookmark: _Toc106079792][bookmark: _Toc107027566][bookmark: _Toc107027776]

[bookmark: _Toc338226091][bookmark: _Toc340478457]Plan Summary
[bookmark: _Toc338225313][bookmark: _Toc338226092][bookmark: _Toc340478458]Capacity Management Summary
This service does not have its own technical capacity metrics. This is explained in Section 3 Capacity Analysis.
[bookmark: _Toc338226093][bookmark: _Toc340478459]Risks
1. Monitoring capabilities and trend analysis are limited and may affect effectiveness of forecasting.
2. Though number of MIT kerberos tickets and KCA certificates issued can be monitored, no such monitor exists for Active Directory (Fermi or Services domains) for the service.
[bookmark: _Toc340478460]Recommendations
1. [bookmark: _Toc338226095]Service Provider to investigate ways to provide monitoring on the amount of Active Directory tickets issued.  
2. Reports should be created initially on the number of tickets issued per service. Once this can be accomplished, services should report and trend on these metrics.
[bookmark: _Toc340478461]Decisions
1. Implement Active Directory monitoring if financially feasible.
[bookmark: _Toc340478462]Next Review Date
9/30/2013


[bookmark: _Toc338226097][bookmark: _Toc340478463]Capacity Analysis
[bookmark: _Toc338226098][bookmark: _Toc340478464]Capacity Metrics and Processes
This service relies solely on technical infrastructure delivered by other Fermilab services. Therefore, this service relies on the capacity management processes and plans of the following services: 
· Networking
· https://cd-docdb.fnal.gov:440/cgi-bin/ShowDocument?docid=4312 
· IT Server Hosting
· https://cd-docdb.fnal.gov:440/cgi-bin/ShowDocument?docid=4316 

[bookmark: _Toc338226099]In addition, staffing resources need to be considered for the capacity planning for this service. Staffing levels will be reviewed, reported, and updated yearly in the Tactical Plan for Authentication Service available at
https://cd-docdb.fnal.gov:440/cgi-bin/ShowDocument?docid=4844 
[bookmark: _Toc340478465]Capacity and Performance Requirements
Since this service lacks its own distinct technical infrastructure, Section 3.1 lists the appropriate references for this topic. 
[bookmark: _Toc338226100][bookmark: _Toc340478466]Trending and Predictive Analysis
Since this service lacks its own distinct technical infrastructure, Section 3.1 lists the appropriate references for this topic. Staff resources for this service will be reviewed, reported, and updated yearly in the tactical plan. 
[bookmark: _Toc338226101][bookmark: _Toc340478467]Impact of New Technology/Techniques/Upgrades
Since this service lacks its own distinct technical infrastructure, Section 3.1 lists the appropriate references for this topic. 
[bookmark: _Toc338226102][bookmark: _Toc340478468]Thresholds and Responses
Since this service lacks its own distinct technical infrastructure, Section 3.1 lists the appropriate references for this topic. 
[bookmark: _Toc338226103][bookmark: _Toc340478469]Externally Driven Mandates
[bookmark: _Toc337027457][bookmark: _Toc338225325][bookmark: _Toc338226104]There are no externally driven mandates for that impact the capacity of this service at this time. The 2014 OMB mandate to provide IPv6 access to internet connected devices is not expected to have any capacity related issues for the Authentication services.
[bookmark: _Toc340478470]Cost and Budget
Budget to address the risks and perform the recommendations for this service are reflected in the tactical plans of this service and any of those services listed in Section 3.1.
[bookmark: _Toc338226105][bookmark: _Toc340478471]Planning Integration
Since this service lacks its own distinct technical infrastructure, Section 3.1 lists the appropriate references for this topic. Staff resources for this service will be reviewed, reported, and updated yearly in the tactical plan. 
[bookmark: _Toc338226106][bookmark: _Toc340478472]Monitoring and Reporting
Since this service lacks its own distinct technical infrastructure, Section 3.1 lists the appropriate references for this topic. Staff resources for this service will be reviewed, reported, and updated yearly in the tactical plan.

[bookmark: _Toc104351547][bookmark: _Toc104351552][bookmark: _Toc104351553][bookmark: _Toc104351554][bookmark: _Toc104351584][bookmark: _Toc104351624][bookmark: _Toc104351625][bookmark: _Toc104351636][bookmark: _Toc104351660][bookmark: _Toc104351663][bookmark: _Toc104351665][bookmark: _Toc104351690][bookmark: _Toc104351702][bookmark: _Toc104351703][bookmark: _Toc104351748][bookmark: _Toc104351750][bookmark: _Toc104351761][bookmark: _Toc104351763][bookmark: _Toc104351787][bookmark: _Toc104351788][bookmark: _Toc104351810][bookmark: _Toc104351812][bookmark: _Toc104351813][bookmark: _Toc104351814][bookmark: _Toc136837066][bookmark: _Toc106079533][bookmark: _Toc107027580][bookmark: _Toc107027790]

[bookmark: _Toc340478473]Appendix A: Capacity Plan Approval
The undersigned acknowledge they have reviewed the Fermilab Capacity Plan and agree with the approach it presents. Changes to this Capacity Plan will be coordinated with and approved by the undersigned or their designated representatives.
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[bookmark: _Toc340478474] Appendix B: Capacity Reports
Since this service lacks its own distinct technical infrastructure, Section 3.1 lists the appropriate references for this topic. Staff resources for this service will be reviewed, reported, and updated yearly in the tactical plan.
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