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Service offerings:
1. Standard web service
2. Enhanced web service
Availability Management:
1. What are the underpinning services that this service depends upon? (For example, network and authentication.)
· Network Attached Storage 
· Networking 
· Virtual Server Service 
· Windows Server Service (IT Server Hosting)
· Unix Server Service (IT Server Hosting) 
· Database Hosting

2. Do the SLAs or OLAs of those underpinning services support your SLA?
Yes. The Web Hosting Service provides Apache Hosting. The content is owned by the customer. 

3. If not, what steps have been taken to insure the required availability of your service? Has the probability of common failure of redundant underpinning services been examined?
N/A.

4. Have the service owners of those underpinning services agreed to your requirements? Have you negotiated an OLA? Do you have a contact person documented for each underpinning service?
This is under construction

5. (v.1) Does your service require backup of data to storage?
Yes. 

(v.2) Does your service have a maintenance window? Is the service available during maintenance?
There are no regularly scheduled maintenance windows, although there is periodic maintenance. These windows occur on Thursdays between 06:00 and 08:00, or Tuesday between 06:00 and 08:00.

The service is available during all maintenance windows.	

6. Has a system architecture document been created that can be referenced?
No.

7. Have the above been documented and reviewed by the Availability Manager?
Yes
Risks (to be filled out by the Availability Manager):
1. Perceived Content Availability
2. ACE Load Balancing Switch
3. Certificate Renewal
4. FCC2 Computer Room Outage
Recommendations (to be filled out by the Availability Manager):
1. Communication to customer
2. Move to F5 switch
3. Notification to renew certificate before expiration
4. Prepare for planned outage. Accept risk until a failover environment can be created.
Decisions (to be filled out by the Service Owner, Availability Manager and the Service Manager):
1. Define content responsibility with customer. Create refresh cycle to review customer responsibilities.
2. Move to F5 switch.
3. Certificate renewal in financial system for reminders and proper funding availability.
4. Funding and resources should be made available 
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