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The purpose of this document is to consider, analyze and record risks to the delivery or operation of services.  This analysis is to be done annually, or more frequently if there are potentially significant changes in business, technical, regulatory, security or financial conditions.  
[bookmark: _GoBack]The Service Area owner shall consider risks to meeting Service Level Commitments.  Consider whether the dependencies on other services and underpinning contracts pose new risks. 
1. Lab and Customer environment
Changes to the laboratory program may create additional stress on the Service Desk through:
· New staff to support new projects;
· A larger number of smaller experiments with larger user turnover;
2. Availability and Continuity
No Risks.
3. Capacity
No Risks.
4. Incident and Request Response and Resolution
No Risks.
5. Security
No Risks.
6. Financial or Contractual
`	Risk in re-competing the managed service contract.
Recommendations:
for changes in Service Levels or risk mitigation actions, other than those already considered and accepted as part of the annual budget process (such as staffing levels)
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