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The purpose of this document is to consider, analyze and record risks to the delivery or operation of services.  This analysis is to be done annually, or more frequently if there are potentially significant changes in business, technical, regulatory, security or financial conditions.  
The Service Area owner shall consider risks to meeting Service Level Commitments.  Consider whether the dependencies on other services and underpinning contracts pose new risks. 
1. Lab and Customer environment
The Lab and customer environment changes continuously and has to be evaluated annually. Due to project demands on DBA staff, maintenance updates and upgrades have been deferred on certain Oracle systems to the point where maintenance on these systems must be addressed due to software end of life and the risk of support becoming unavailable. Several mitigations are being pursued to address this risk including adding staff and allowing remote contractors access to these data sensitive systems. 

Based on trends from the past several years, service demand growth is expected to increase for experiment “online” data taking or Data Acquisition (DAQ) database support in the coming year and may require the addition of a separate service due to its different support model, different underpinning support services and different SLA requirements. 

2. Availability and Continuity
Requirements to perform this service at an alternate site are unknown.
Recovery procedures for this Service Area rely heavily on OLAs/SLAs with other service areas.
3. Capacity
Accurate forecasting of Capacity requirements depends on proper communication, via the Capacity Management Process and Procedures, via Capacity Plans, of the requirements from all the Services and Users using these Service Offerings and on proper execution of Tactical planning and budgeting.
4. Incident and Request Response and Resolution
No new risks.
5. Security
No new risks.
6. Financial or Contractual
No new risks. Flat budgets (or approval for small increases) are generally expected and planned for accordingly.

Recommendations:
· As mentioned above, several mitigations are being pursued to address the risk related to the Oracle systems including adding staff and allowing remote contractors access to these data sensitive systems. 
· The addition of a separate Database Hosting service is required and additional DBA staff may be necessary to support DAQ database systems due to a different support model, different underpinning support services and different SLA requirements.
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