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The purpose of this document is to consider, analyze and record risks to the delivery or operation of services.  This analysis is to be done annually, or more frequently if there are potentially significant changes in business, technical, regulatory, security or financial conditions.  
The Service Area owner shall consider risks to meeting Service Level Commitments.  Consider whether the dependencies on other services and underpinning contracts pose new risks. 
1. Lab and Customer environment
· Outbreak of disease that affects service personnel ability to come onsite.
· Environmental condition preventing access to supported hardware.
2. Availability and Continuity
· Lack of tools to perform service work.
3. Capacity
· None
4. [bookmark: _Hlk23930443]Incident and Request Response and Resolution
· Service Levels for this area have been realigned to the contract.  This may lead to new challenges.
i. This service has low volume; and doesn’t impact overall contract deliverables.
ii. The original requirements, as described in the contract, may be too strict.  
iii. This service may be redefined in the contract at the next contract renewal
· The Service Owner will continue monitor the quality of this service, but until a new agreement is in place, management accepts the risk of missed SLA for this area.

5. Security
· None
6. Financial or Contractual
· Expiration of Managed Service Contract.
Recommendations:
· Consider, during the managed service contract renewal process, If this service area can be better described and tracked.
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