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Service Reporting Document
Subject or Target for Document:  Service Reporting 
Author:  Brian McKittrick
Date:  9/4/2015
The purpose of this document is to collect the identity, purpose, audience, data source and details of Service report.
Service Management Process Key Performance Indicator are defined in each individual process documents.  The reports contained here focus on Services. 
Standard service reports are available within the Service Management application suite (servicedesk.fnal.gov).  Additionally, services may have specific reporting needs.  Service specific report pointers can be found in each service catalog document, and where possible, within the Service Management application suite.

Dashboard Owner:  Service Manager
Report Name: SLA KPIs
· Audience:  Lab Senior Management; Service Owners; Process Owners, Lab Operational meeting participants
· Data Source:  ServiceNow SLA records
· Purpose:  To provide high-level SLA compliance reporting across all computing sector services.
· Frequency:  This report is refreshed nightly.

Report Name: Monthly Customer Lab incident volume with status
· Audience:  Lab Senior Management; Service Owners; Process Owners, Lab Operational meeting participants
· Data Source:  ServiceNow Incident Records
· Purpose:  To provide high-level Incident volume trending data with current ticket status.
· Frequency:  This report is real-time.

Report Name: Monthly Customer Lab Request volume with status
· Audience:  Lab Senior Management; Service Owners; Process Owners, Lab Operational meeting participants
· Data Source:  ServiceNow Request Records
· Purpose:  To provide high-level Request volume trending data with current ticket status.
· Frequency:  This report is real-time.

Report Name: Customer Survey – Overall experience last 30 days
· Audience:  Lab Senior Management; Service Owners; Process Owners, Lab Operational meeting participants
· Data Source:  ServiceNow Survey Response Records
· Purpose:  To provide customer overall satisfaction with incident and request handling. 
· Frequency:  This report is real-time.


Report Name: Customer Survey – Count per month
· Audience:  Lab Senior Management; Service Owners; Process Owners, Lab Operational meeting participants
· Data Source:  ServiceNow Survey Response Records
· Purpose:  To provide a count of the number of survey responses received per month.  
· Frequency:  This report is real-time.



	
SERVICE AREA DASHBOARD



Dashboard Owner:  Service Level Manager

Report Name: SLA’s by Service Area
· Audience:  Lab Senior Management; Service Owners; Process Owners, Lab business customers
· Data Source:  ServiceNow SLA records
· Purpose:  To provide high-level SLA compliance reporting by Service Area.
· Frequency:  This report is refreshed nightly.

	
SERVICE OFFERING DASHBOARD



Dashboard Owner:  Service Level Manager

Report Name: SLA’a by Service Offering
· Audience:  Lab Senior Management; Service Owners; Process Owners, Lab business customers
· Data Source:  ServiceNow SLA records
· Purpose:  To provide  SLA compliance reporting by Service Offering
· Frequency:  This report is refreshed nightly.


	
CUSTOMER REPORTS



Dashboard Owner:  Business Relationship Manager

Report Name: Monthly Customer Incident Volume with Status
· Audience:  Lab Senior Management; Service Owners; Process Owners, Lab business customers, Business Analysts/Liaisons, Business relationship manager
· Data Source:  ServiceNow Incident records
· Purpose:  To provide incident volume, with current status, by customer segment.
· Frequency:  This report is real time.

Report Name: Monthly Customer Request Volume with Status
· Audience:  Lab Senior Management; Service Owners; Process Owners, Lab business customers, Business Analysts/Liaisons, Business relationship manager
· Data Source:  ServiceNow Incident records
· Purpose:  To provide request volume, with current status, by customer segment.
· Frequency:  This report is real time.

Report Name: Monthly Customer Incident Backlog Report
· Audience:  Lab Senior Management; Service Owners; Process Owners, Lab business customers, Business Analysts/Liaisons, Business relationship manager
· Data Source:  ServiceNow Incident records
· Purpose:  To provide incidents older than 7 days by customer segment.
· Frequency:  This report is real time.
Report Name: Monthly Customer Request Backlog with age
· Audience:  Lab Senior Management; Service Owners; Process Owners, Lab business customers, Business Analysts/Liaisons, Business relationship manager
· Data Source:  ServiceNow Request records
· Purpose:  To provide request older than 7 days by customer segment, organized by ticket age.
· Frequency:  This report is real time.


	
CORE COMPUTING WEEKLY/MONTHLY OPERATIONAL  REPORTS



Dashboard Owner:  Incident Manager

Report Name: Open Incidents – Critical/High/VIP
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident records
· Purpose:  Open incidents, by assigned computing department, that are critical/high/VIP. 
· Frequency:  This report is real time.

Report Name: Open Requests – Critical/High/VIP
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Request records
· Purpose:  Open requests, by assigned computing department, that are critical/high/VIP. 
· Frequency:  This report is real time.



Report Name: Open Requests – Critical/High/VIP
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Request records
· Purpose:  Open requests, by assigned computing department, that are critical/high/VIP. 
· Frequency:  This report is real time.
Report Name: Open Incidents – Critical/High/VIP last 7 days
· Audience:  Computing Sector  Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident records
· Purpose:  Open incidents, by assigned computing department, that are critical/high/VIP and opened within the last 7 days. 
· Frequency:  This report is real time.
Report Name: Active Problems 
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow problem records
· Purpose:  Open problems by assigned computing department.
· Frequency:  This report is real time.

Report Name: Active Changes
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Change records
· Purpose:  Open changes by assigned computing department.
· Frequency:  This report is real time.
Report Name: Weekly incident volume
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident records
· Purpose:  Open incidents, by assigned computing department, that were opened within the last 7 days. 
· Frequency:  This report is real time.

Report Name: Weekly incident volume by category
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident records
· Purpose:  Open incidents, by assigned computing department, that were opened within the last 7 days, by second level category
· Frequency:  This report is real time.







Report Name: Weekly incident volume by current status
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident records
· Purpose:  Open incidents, by assigned computing department, that were opened within the last 7 days, by current status.
· Frequency:  This report is real time.
Report Name: Weekly hours to resolve incidents by priority
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow metric records
· Purpose:  Average hours, by assigned computing department, to resolve incidents by priority.
· Frequency:  This report is real time.
Report Name: Weekly hours to resolve requests by priority
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow metric records
· Purpose:  Average hours, by assigned computing department, to resolve requests by priority.
· Frequency:  This report is real time.
Report Name: Incidents older than 30 days
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident records
· Purpose:  To identify backlogged, older than 30 days, requests
· Frequency:  This report is real time.
Report Name: Requests older than 30 days
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Request records
· Purpose:  To identify backlogged, older than 30 days, requests
· Frequency:  This report is real time.


	
SCIENTIFIC COMPUTING OPERATIONAL  REPORTS



Department Operational Dashboard
Dashboard Owner:  Incident Manager

Report Name: Open Incidents and Requested Items
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident and Request records
· Purpose:  To provide open incidents and requests by department
· Frequency:  This report is real time.

Report Name: Open Incidents and Requested Items – Grouped by Assigned to
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident and Request records
· Purpose:  To provide open incidents and requests as assigned to individuals
· Frequency:  This report is real time.
Report Name: Open Incidents and Requested Items – Grouped by Experiment
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident and Request records
· Purpose:  To provide open incidents and requests as opened by each experiment.
· Frequency:  This report is real time.
Report Name: Open Incidents and Requested Items – Opened in last 7 days
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident and Request records
· Purpose:  To provide open incidents and requests, by department, opened in the last 7 days.
· Frequency:  This report is real time.
Report Name: Open Incidents and Requested Items – Opened in last 30 days
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident and Request records
· Purpose:  To provide open incidents and requests, by department, opened in the last 30 days.
· Frequency:  This report is real time.
Report Name: Change Requests and Releases – Opened in last 30 days
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Change and Release records
· Purpose:  To provide changes and release records , by department, opened in the last 30 days.
· Frequency:  This report is real time.
Report Name: Supported Configuration Items
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Configuration Items
· Purpose:  To provide a list of supported configuration items
· Frequency:  This report is real time.
Experiment Reports Dashboard
Dashboard Owner:  Incident Manager

Report Name: Experiment Open Tickets
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident and Request records
· Purpose:  Provides each experiment’s open tickets as a percentage of the open experiment ticket total.
· Frequency:  This report is real time.


Report Name: Experiment Open Tickets by age
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident and Request records
· Purpose:  Provides each experiment’s active tickets grouped by open duration.
· Frequency:  This report is real time.
Report Name: Experiment Open Tickets per month
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident and Request records
· Purpose:  A trend report showing the number of tickets opened by each experiment per month.
· Frequency:  This report is real time.
Report Name: Experiment Closed Tickets per month
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident and Request records
· Purpose:  A trend report showing the number of tickets closed by Computing, for each experiment, per month.
· Frequency:  This report is real time.
Scientific Computing Change Calendar
Dashboard Owner:  Incident Manager

Report Name: Open Incidents and Requested Items
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Change Records
· Purpose:  To show when changed withing Scientific Computing are scheduled.  Can be used to determine potential conflict.
· Frequency:  This report is real time.


	
MANAGED SERVICE  REPORTS


Weekly Dashboard
Dashboard Owner:  Service Owner


Report Name: Dell Open Incidents – Critical/High/VIP
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Open incidents, assigned to Dell , that are critical/high/VIP. 
· Frequency:  This report is real time.

Report Name: Dell Open Requests – Critical/High/VIP
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Request records
· Purpose:  Open requests, assigned to Dell, that are critical/high/VIP. 
· Frequency:  This report is real time.
Report Name: Dell Incidents – Critical/High/VIP last 7 days
· Audience:   Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Open incidents, assigned to Dell, that are critical/high/VIP and opened within the last 7 days. 
· Frequency:  This report is real time.
Report Name: Dell Active Problems 
· Audience:   Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow problem records
· Purpose:  Open problems assigned to Dell .
· Frequency:  This report is real time.
Report Name: Dell Active Changes
· Audience:   Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow change records
· Purpose:  Open changes assigned to Dell.  
· Frequency:  This report is real time.
Report Name: Weekly incident volume Dell
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Open incidents, assigned to Dell, that were opened within the last 7 days. 
· Frequency:  This report is real time.




Report Name: Weekly incident volume by category Dell
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Open incidents, assigned to Dell, that were opened within the last 7 days, by second level category
· Frequency:  This report is real time.
Report Name: Weekly Dell incident volume by current status
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Open incidents, assigned to Dell, that were opened within the last 7 days, by current status.
· Frequency:  This report is real time.
Report Name: Weekly Dell request volume by current status
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow request records
· Purpose:  Open request, assigned to Dell, that were opened within the last 7 days, by current status.
· Frequency:  This report is real time.
Report Name: Weekly Dell hours to resolve incidents by priority
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow metric records
· Purpose:  Average hours, for tickets assigned to Dell, to resolve incidents by priority.
· Frequency:  This report is real time.
Report Name: Weekly Dell  hours to resolve requests by priority
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow metric records
· Purpose:  Average hours, assigned to Dell, to resolve requests by priority.
· Frequency:  This report is real time.
Report Name: Dell Incidents older than 30 days
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  To identify backlogged, older than 30 days, incidents assigned to Dell
· Frequency:  This report is real time.
Report Name: Dell Requests older than 30 days
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  To identify backlogged, older than 30 days, requests assigned to Dell.
· Frequency:  This report is real time.



Managed Service Review
Dashboard Owner:  Service Desk Manager

Report Name: Dell Report Incident Reported Source All
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Source of incidents reported, assigned to Dell . 
· Frequency:  This report is real time.
Report Name: Dell Report – First Contact Resolution Trend
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:    Service Desk First Contact resolution month to month. 
· Frequency:  This report is real time.
Report Name: Dell Report – Survey Overall Experience 30 Days
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:    Customer Overall experience tracking month to month.
· Frequency:  This report is real time.
Report Name: Dell Report – Misrouted Service Desk Tickets per Month Trend
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:    Trend for tickets that have not been routed to the correct service provider.
· Frequency:  This report is real time.
Dell Managed Services Dashboard
Dashboard Owner:  Supplier Manager

Report Name: Dell Service Area SLA Reports
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Displays the SLA results for the Service Areas directly underpinned by Dell.
· Frequency:  This report is updated nightly.

Dell Managed Services Contract Dashboard
Dashboard Owner:  Supplier Manager

Report Name: Dell SLA Commitments
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Tracking of Dell SLAs as agreed to in the support contract.
· Frequency:  This report is updated nightly.

Report Name: Dell Managed Services – End User Service Desk Tickets – Monthly/Year to Date
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Tracking of End User Ticket volume to ensure contract compliance.
· Frequency:  This report is real time.
Report Name: Dell Managed Services – Windows Desk-side Support – Monthly/Year to Date
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Tracking of Windows Desk-side Support Ticket volume to ensure contract compliance.
· Frequency:  This report is real time.
Report Name: Dell Managed Services – Mac Desk-side Support – Monthly/Year to Date
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Tracking of Mac Desk-side Support Ticket volume to ensure contract compliance.
· Frequency:  This report is real time.
Report Name: Dell Managed Services – End User IMAC– Monthly/Year to Date
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Tracking of Mac IMAC Support Ticket volume to ensure contract compliance.
· Frequency:  This report is real time.
Report Name: Dell Managed Services – End User Refreshes– Monthly/Year to Date
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Tracking of End User Refresh Support Ticket volume to ensure contract compliance.
· Frequency:  This report is real time.
Report Name: Dell Managed Services – Data Center Cabling Jobs– Monthly/Year to Date
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Tracking of Cabling Support Ticket volume to ensure contract compliance.
· Frequency:  This report is real time.
Report Name: Dell Managed Services – End User On -Call Support– Monthly/Year to Date
· Audience:  Computing Sector Senior Management; Process Owners; Supplier Manager
· Data Source:  ServiceNow Incident records
· Purpose:  Tracking of after hours ticket volume to ensure contract compliance.
· Frequency:  This report is real time.



	
SERVICE OPERATIONAL REPORTS



Dashboard Owner:  Incident Manager

Report Name: Open Incidents 
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident records
· Purpose:  Open incidents,  by Service Area.
· Frequency:  This report is real time.
Report Name: Open Requests 
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Request records
· Purpose:  Open requests by Service Area.
· Frequency:  This report is real time.
Report Name: Open Incidents – Critical/High/VIP last 7 days
· Audience:  Computing Sector  Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident records
· Purpose:  Open incidents, by Service Area, that are critical/high/VIP and opened within the last 7 days. 
· Frequency:  This report is real time.
Report Name: Weekly incident volume
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident records
· Purpose:   incidents, by Service Area, that were opened within the last 7 days. 
· Frequency:  This report is real time.
Report Name: Incidents older than 30 days
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Incident records
· Purpose:  To identify backlogged, older than 30 days, requests by Service Area.
· Frequency:  This report is real time.
Report Name: Weekly hours to resolve incidents by priority
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow metric records
· Purpose:  Average hours, by assigned computing department, to resolve incidents by priority.
· Frequency:  This report is real time.






Report Name: Weekly hours to respond incidents by priority
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow metric records
· Purpose:  Average hours, by Service Area, to respond to incidents by priority.
· Frequency:  This report is real time.
Report Name:  Breakdown of incidents by hour – rolling 6 months
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow metric records
· Purpose:  Incident arrival count by arrival hour.
· Frequency:  This report is real time.
Report Name: Weekly hours to resolve requests by priority
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow metric records
· Purpose:  Average hours, by assigned computing department, to resolve requests by priority.
· Frequency:  This report is real time.
Report Name: Weekly Request Volume
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Request records
· Purpose:  Requests, by Service Area, that were opened within the last 7 days. 
· Frequency:  This report is real time.
Report Name: Weekly Average Time to respond to Requests by priority.
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Request records
· Purpose:  Average hours, by Service Area, to respond to incidents by priority.
· Frequency:  This report is real time.
Report Name: Weekly Average Time to fulfill standard request
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Request records
· Purpose:  Average hours, by Service Area, to fulfill standard requests.
· Frequency:  This report is real time.
Report Name: Requests older than 30 days
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow Request records
· Purpose:  To identify backlogged, older than 30 days, requests
· Frequency:  This report is real time.



	
SERVICE LEVEL REPORTING



The following reports are standard for each Service.
Dashboard Owner:  Service Level Manager

Report Name: SLAs by Service 
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow  SLA  records
· Purpose:   Service Level targets and results shown by last 7 days, 30 days and last 12 months
· Frequency:  This report is updated nightly.
Report Name: Availability by Service 
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow  Outage  records
· Purpose:   Availability  targets and results shown by last 7 days, 30 days and last 12 months
· Frequency:  This report is updated nightly.
Report Name: Overall Experience  by Service – last 30 days 
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow  Survey Result  records
· Purpose:   Customer survey results for the last 30 days.
· Frequency:  This report is updated real-time.
Report Name: Last Month’s Major incidents by Service 
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow  Incident  records
· Purpose:   High and Urgent priority incident for the last month, by Service
· Frequency:  This report is updated real-time.
Report Name: Last Month’s and open Feedback
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow  Request  records
· Purpose:   Last Months and open Feedback by Service.
· Frequency:  This report is updated real-time.
Report Name: Outage or Degradations last 6 months
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow  Request  records
· Purpose:   Service Outages and Degradation for the last 6 months.  The records determine availability results.
· Frequency:  This report is updated real-time.




Report Name: Workload Trend
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow  Task records
· Purpose:   Trend of task record count.  Task records are made up of Incidents, Problems, Changes, Requests and Project records.
· Frequency:  This report is updated monthly.
Report Name: Last Month’s Breached SLA Review
· Audience:  Computing Sector Senior Management; Service Owners; Process Owners, Service Providers
· Data Source:  ServiceNow  Certification Task records
· Purpose:   Summary of the breach analysis which includes responsible group and reason. 
· Frequency:  This report is updated monthly.
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