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This Document, Document and Web Content Management Implementation Procedures, defines the current implementation procedures for Document and Web Content Management in the Computing Sector. 

It depends on, refers to and extends the existing Document Management ITIL Process Documents[footnoteRef:1] whose scope are the managed services. [1:  http://cd-docdb.fnal.gov/cgi-bin/ShowDocument?docid=4063 ] 


The implementation for Computing Sector controlled and reference documents is currently the Computing Sector DocDB https://cd-docdb.fnal.gov:440/. 

Reference documents may be uploaded into DocDB itself or be pointed to by a document in DocDB and actually reside in another recognized information systems that meets the requirements for controlled documents as given in the process documents above (meeting the requirements for versioning, author, review workflow, and topic capture etc.). At present the other information systems that meet the requirements are SharePoint, SNOW, SVN and TeamCenter.

Implementations where information and documents owned and supported by the Computing Sector are posted are:
· Central web pages - computing.fnal.gov XMS site, cdorg.fnal.gov.
· Code repositories under cdcvs.fnal.gov (SVN, CVS)
· Plone.
· Project or organization internal file stores, physical file cabinets, wikis, and web pages managed and owned by local groups in CS
· SharePoint team and project sites.
· SNOW Knowledge Base
· Teamcenter

It should be noted that email is not one of the listed document management implementations. 

Also, currently SharePoint MySites are not regarded as an information repository supported by CS.

All posted documents and web content must follow the Computing Security policies of the Laboratory and, in particular, must not include PII information.

This document gives advice for deciding which implementation and/or technology is appropriate for particular classes of documents published by CS.

When in doubt it is advised to submit a service-desk ticket routed to the Services Document Librarian[footnoteRef:2]. [2:  Currently provided by the OCIO/Communications Group] 
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The following practices apply to all Computing Sector documentation and web accessible content:
· Ownership of all service related documents and web content rests with the Service Owner.
· The owner and last edited date of content should be displayed as part of the document and/or web page itself.
· The Computing Sector Communications Manager is responsible for review of publicly accessible content.
· The Computing Sector Communications Group is available, through Service Desk requests, for consulting on reference documentation and publicly accessible content.
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The following are the definition of terms[footnoteRef:3]: [3:  http://en.wikipedia.org/w/index.php?title=Web_content_management_system&redirect=no 9/16/2014] 

· Web content is the textual, visual or aural content that is encountered as part of the user experience on websites. It may include, among other things: text, images, sounds, videos and animations.
· A web content management system (WCMS) is a software system that provides website authoring, collaboration, and administration tools designed to allow users with little knowledge of web programming languages or markup languages to create and manage website content with relative ease. A robust Web Content Management System provides the foundation for collaboration, offering users the ability to manage documents and output for multiple author editing and participation. A very simple WCMS just supports the means to create and post the content – e.g. HTML editor or Word document.
· A web application or web app is any application software that runs in a web browser and is created in a browser-supported programming language (such as the combination of JavaScript, HTML and CSS) and relies on a web browser to render the application. 
· A web-hosting platform provides a computing platform and a solution stack. The user creates a web application or service using tools and/or libraries from the platform. The platform provides the networks, servers, storage, and other services that are required to host the user’s web application.

The Service Area/Offering of each of these components as well as the owner and the assignments of responsibilities (including security) for each of these entities, may well be different. Also, for any web site an owner for each of the components needs to be identified. 

Use of Images

Images and graphics can add to the attractiveness and usability of web pages and documents. Any images/graphics used should obviously follow the Lab Computing Policy[footnoteRef:4]. It is recommended that images and graphics used be owned by Fermilab. Many such are available, new ones can be requested from and/or photographs and graphics created by the author themslves contributed to, Visual Media Services[footnoteRef:5]. [4:  http://cd-docdb.fnal.gov/cgi-bin/RetrieveFile?docid=1186&filename=Fermilab_NEW_Policy_on_Computing_-_2013.pdf&version=8 ]  [5:  http://vms.fnal.gov/index/vms-home] 
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The central web servers are supported by the Web Hosting Service.  Web site owners are responsible for the content, access control and management of the web site. The computing sector is moving away from supporting web content on ad-hoc web servers except where the need is clearly justified.
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The Computing Sector supported code repositories are used to store and access versions of software developed and distributed by the lab. The GIT/SVN tools include wiki and other functionality. It is recommended that the published reference documentation for a software project be recorded in DocDB[footnoteRef:6]. Redmine provides a web content management system that integrates with these code repository technologies. Documentation, project management, and other information associated with a software repository may be hosted and posted on redmine [6:  One of the SVN projects is FermiTools that publishes generally useful software products developed by Fermilab to the broader community.] 
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The Computing Sector Document Database is the reference documentation repository. Documents can be versioned, protected, signed off on, and made into collections. 
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PLONE is a legacy content management system that houses collaboration and reference web pages and documentation for many of the labs projects and experiments. No new sites are being created in Plone and eventually the sites will be migrated to SharePoint or an alternative system.
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SharePoint is a collaborative content management system. Currently its capabilities and deployment at at the lab are under development. It is expected that eventually a SharePoint based solution will augment and/or replace DocDB. 

In the interim, even if working documents are stored in SharePoint the reference document is stored in DocDB. It is recommended that there should also be a SharePoint Document of type URL that points to the DocDB. It is not recommended to have two copies of a controlled or released document.

Typically SharePoint is an excellent collaborative tool for the development, editing and review of a document. Once the document is released, the final version can be moved to DocDB and the drafts deleted or marked as such. Alternatively, as above, a DocDB entry can be made that points to the SharePoint document.
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SNOW Knowledge Base articles are reference information for the Users of services, the Service Providers and the Service Desk personnel. Notices, downtime and upgrade communications, and other transient information have “end of life” dates. 

There are three levels of permissions on KB articles.
1.       Public: can be viewed by anyone outside the lab
2.       Internal: can be viewed by anyone logged into ServiceNow (anyone with a Services account)
3.       Service Provider: can be viewed by anyone with an ITIL role
 
There are recommended templates for KB articles which include information such as the intended audience.
 
Each KB article is associated with a ‘role’ which controls who can contribute or view knowledge.
1. Knowledge role – people with this role can see all articles. They are currently the only people who can add articles.
2. ITIL – Any service provide, defined as anyone who can be assigned a ticket in SNOW).
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