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The purpose of this document is to consider, analyze and record risks to the delivery or operation of services.  This analysis is to be done annually, or more frequently if there are potentially significant changes in business, technical, regulatory, security or financial conditions.  
The Service Area owner shall consider risks to meeting Service Level Commitments.  Consider whether the dependencies on other services and underpinning contracts pose new risks. 
1. Lab and Customer environment

2. Availability and Continuity

The tape storage software we use is developed in-house, with a couple of developers, some of which will be nearing retirement age. We also just recently had tape storage software developer leave the department and will start looking for a replacement. 
We depend on a single hardware vendor, Oracle StorageTek, for our tape storage hardware. We use their proprietary tape drives because of their performance and high density capacity capabilities.  At this time we do not need to purchase new tape libraries because we have plenty of potential capacity. If we were tight on capacity we could introduce a different tape vendor, but currently the only reason we have to justify such an expense would be to address the vulnerability of depending on a single vendor. 
3. Capacity

4. Incident and Request Response and Resolution

5. Security

6. Financial or Contractual

Recommendations:
We are working on new hires to fill in the gap in development support for Enstore for sustainability of the service. We continue keep an eye out for other tape storage software opportunities (both software and hardware) and keep in touch with other tape storage vendors. 
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